Exercises:

3.3: The CALEA in 1994 would require communications companies to provide ways to tap into their systems to the FBI whereas before it was up to the FBI to find ways to wiretap the telephone systems and such.

3.8: The NSA has attempted in various ways to keep their own and private researchers work on encryption secret from the public and restricted from export.

3.13: 

A: Longer than you will live.

B: Still over a lifetime because the # of possible keys is growing by trillions while the computing power is growing by millions.

3.20: If the technology is kept within the government departments which plan to use it, there is less possibility of leaks or backdoor information to spread. This makes the security encoding even more secure beyond the key in theory. The issue here is that there are only a few people working on it, and the best work is always the product of a community of smart individuals over time. If all of the nations smartest cryptographers worked on some schemes together it would be better than if 10 of them did. The other issue is that if the encryption is so good, it should be resistant to what little information would leak in the end.

